Submission by Australia to WGIG, 23 November 2004

This paper is submitted by Australia for the purpose of facilitating discussions in the Working Group on Internet Governance (WGIG).

A Working Definition
The term “Internet governance” is potentially a very broad one.  Confusion about what it might or might not include did not help constructive discussion in the lead-up to the Geneva WSIS summit.

We propose that, for public policy purposes, it is most useful to consider Internet governance as:

The rules, operating procedures and institutional arrangements which determine the way in which the Internet is deployed and used, at both the national and international levels.

The term has generally been applied to the international context, but we would argue that there is a clear link between national policy-making in this area and the relevant international frameworks.

Relevant Public Policy Issues

Several commentators have suggested that “Internet governance” is simply too large a subject, covering too many areas, to deal with effectively.  In our view it is helpful to break down the relevant public policy issues into two broad categories:

(a) Those concerned with how the Internet is deployed: including standards making, the domain system, allocation of IP addresses, investment in networks and associated protocols, and charging for Internet traffic.

(b) Those concerned with how the Internet is used: including network security, fraud and other criminal activities, spam, content, consumer safeguards and privacy.

This break down was also presented by Australia at UNESCAP’s First Regional Conference on follow-up to WSIS (11-13 October 2004) in Bangkok.  It should be stressed that these listings are not exhaustive but indicate of the types of issues to be considered under each category.

In light of the above, we do not believe that the questionnaire provided on the WGIG web site (prior to 23-25 November WGIG meeting) is particularly helpful.  Although it provides one approach to considering the internet, albeit from a technical perspective, in our opinion it does not assist in the identification of public policy issues.  For example, most of the issues identified above cut across a number of the technical layers indicated in the questionnaire (infrastructure, transport, applications and content layers).

Roles and Responsibilities
The broad functions of international bodies with some element of “Internet governance” in their responsibilities have been mapped on several occasions.  Two of the more helpful documents are:

(a) The matrix prepared by the International Chamber of Commerce as a contribution to the WSIS process (and updated for the WGIG meeting of 20-21 September 2004);

(b) The paper prepared by UN Development staff “Internet Governance: A Discussion Document” for the UNICTTF forum in New York March 2004

In general, the public policy issues raised by the widespread deployment and use of the Internet are, for the most part, not new to national governments or the various parties (including civil society, business and individual citizens) to whom governments are, or should be, accountable.

Some of the most pressing issues under the heading of Internet governance – security, fraud, privacy, commercial usage of content and applications, liability – have evolved over a long period of time as issues for treatment under national (and, gradually and imperfectly, international) legal and policy regimes.  The nature of the Internet makes international cooperation particularly important, but the core issues remain the same.

There are some aspects of Internet deployment, such as voice over Internet protocol, ENUM and IPv6, which raise important policy issues such as investment in new infrastructure and appropriate charging and settlement regimes.  However, these appear to be being appropriately dealt with through existing institutional arrangements including the ITU, ICANN and IETF, and through commercial processes.

