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	Do you have any comments on the process of determining the issues and their presentation by the WGIG?

	
	Singapore would like to make a number of suggestions on the future work of the WGIG.

Taking note of the WGIG Chair’s categorization of the various issues now before the WGIG, Singapore’s view is that two sets of issues, namely Internet Infrastructure Governance and Internet Use issues should be the priority for future work. Although the other issues identified by the WGIG are indeed important, these two sets of issues are particularly relevant, not least because PrepComm and WSIS will be expecting some form of input from WGIG on them. We therefore join others who suggest that the WGIG focus its efforts, given the time remaining for its work. 

Expanding upon the two sets of issues mentioned above, Singapore’s view is that the following specific issues be given priority:

i) IP Addresses and Internet Names

ii) Root Server Administration

iii) Cyber security and Network security

iv) Spam

Singapore’s suggestion is that the WGIG approach each of these four issues from the perspective of discussing and proposing for PrepComm’s (and WSIS’s) consideration models for multi stakeholder frameworks.

Taking each of these issues in turn, Singapore proposes that the WGIG study and identify the “shared responsibilities” of various stakeholders (governments, the private sector, civil society and international organizations), each of whom has legitimate interests. WGIG’s aim would then be to see what sort of a framework or frameworks could help strengthen and improve coordination amongst all these stakeholders, bearing in mind each of their unique competencies, perspectives and interests. This exercise would be a valuable way to take the discussion to a more specific and concrete level, by requesting frank feedback on the actual concerns of each stakeholder and addressing these concerns.

Taking the first two issues: IP addresses and Internet names as well as Root Server Administration, the WGIG would need to study how effectively multi-stakeholder interests are accommodated and satisfied given the constructs and frameworks that already exist today. This would have to include commencing a frank and constructive dialogue on the efficacy of ICANN. Singapore is of the opinion that ICANN has been a sound public-private sector collaborative effort in many respects. However, we are also of the view that improvements are necessary in many areas, particularly in ICANN’s internationalization efforts and in its on-going consideration of public policy issues as expressed by governments. 

As far as the latter two issues are concerned, namely Cyber security and Network Security as well as Spam, no frameworks currently exist for review. WGIG’s consideration could be directed to how to create a new and sustainable multi stakeholder framework or frameworks. 

As WGIG considers some models for these multi stakeholder frameworks, Singapore would like to suggest that it bears in mind the following five principles to guide its work:

i) Think evolution, not revolution. It is of primary importance that the stability and sustainability of the Internet not be compromised. Evolutionary processes and improvements to current systems are preferable.

ii) The word “governance” should imply shared responsibilities and close coordination amongst multiple entities holding these responsibilities, rather than necessarily meaning the top-down imposition of laws and regulations.

iii) It would be important to carefully distinguish between what rightfully should rest in the realm of domestic law and regulation and what is best handled at the international or multilateral level.

iv) In addressing governments’ perspectives during this exercise, the WGIG should seek out the views of both developed and developing countries because the concerns and experiences of each will vary significantly. It is particularly important to address developing country concerns for two reasons: firstly, this will help anchor the entire Internet Governance debate in the developmental context which WSIS intended and secondly, because in a very short space of time, the number of Internet users in developing countries like China and India will exceed the number of users in the rest of the world combined. Developing country concerns therefore cut to questions about the Internet of tomorrow, not just the Internet of today. Their views must be actively sought out and seriously addressed.

v) Lastly, any multi stakeholder frameworks should fulfill the key characteristics of transparency, democracy and multilateralism.
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